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techUK champions technology's role in preparing 
and empowering the UK for what comes next, 
delivering a better future for people, society, the 
economy and the planet.

About techUK

Our purpose:



3

940+
Member companies 
countrywide

540
Of our members 
are SMEs

900K+ 
Employees 
represented across 
our network

Our members

47%
Of our members 
have international 
offices and 
operations

100%
Of UK nations and 
regions represented 
by our membership

Numbers as of Sept 2022



Where does the threat come from?

Over the last 18 months, the National Cyber Security Centre has seen the rise of 
several Russian-aligned groups sympathetic to Putin’s invasion of Ukraine. Now 

these are fringe state threats - the cyber equivalent of the Wagner group - and initially 
these groups focused their attacks on Ukraine and the surrounding region. But 

recently, they have begun to turn their attention to the UK and its allies. They are now 
seeking opportunities to compromise our Critical National Infrastructure.

Chancellor of the Duchy of Lancaster and
Lead Government Minister for Cyber Security
Oliver Dowden MP



State of the UK Cyber Sector



State of the UK Cyber Sector



Key Companies and Wider Eco-
System



Overall Spend on:



Key Companies and Wider Eco-
System



Strategic Level



• PSTI Act

• Reforming the Computer Misuse Act

• Software Resilience

• App Security

• Developing the Cyber Profession

• IOT and Enterprise Security

Working Level



National Cyber Advisory Board



Cyber Growth Partnership

• Public-Private Partnership – Conduit for supporting growth 
in the sector.

• Main Board and Operations Board

• Chaired by Digital Minister and techUK CEO

• Six WGs

• Skills

• Exports

• Assurance

• Strategy

• Innovation and Investment

• Regional Clusters



National Cyber Security Centre

• Technical Authority - Part of GCHQ
• Not a regulator
• Incident Response/Support

• Guidance
All topics - NCSC.GOV.UK

• Cyber First
CyberFirst overview - NCSC.GOV.UK

• Products and Services
Products & services - NCSC.GOV.UK

• CISP
About CISP - NCSC.GOV.UK

https://www.ncsc.gov.uk/section/advice-guidance/all-topics
https://www.ncsc.gov.uk/cyberfirst/overview
https://www.ncsc.gov.uk/section/products-services/introduction
https://www.ncsc.gov.uk/cisp/home


UK Cyber Security Council

• Professional Body

• Charted Status for Cyber Professionals

• 16 Specialisms

• Clearer Career Pathways



Diversity

• The cyber sector workforce continues to lack diversity relative to the 
rest of the digital sectors, particularly when it comes to senior positions. 
Relatively few cyber firms have adapted their recruitment processes or 
carried out any specific activities to encourage applications from 
diverse groups.

• 17 per cent of the workforce come from ethnic minority 
backgrounds, falling to just 3 per cent of those in senior 
cyber roles (i.e. those typically requiring 6 or more years of 
experience)

• 16 per cent are female (vs. 28% across all digital sectors), 
falling to 3 per cent in senior roles

• 10 per cent are neurodivergent, falling to 2 per cent in 
senior roles

• 9 per cent are physically disabled, falling to 1 per cent in 
senior roles
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